
 
LEARNING EVENT—LEADERSHIP 

 

Building Your Cybersecurity Response and Recovery 
 
Mark your calendar for this 
60-minute webinar 
DATE: Thursday, September 24, 2020 
TIME: 10 – 11 a.m. 
 

Properly responding to a cybersecurity 
incident requires more than an initial 
remediation of the technical issues.   
 

As cybersecurity threats become more 
complicated, the importance of a prompt 
and precise response cannot be 
understated. Such a response often times 
depends on the preparation work done prior 
to an incident occurring.   
 

Key Topics 
 

• Emerging cybersecurity threats, 
especially those seen in the 
manufacturing sector. 

• Which of your company’s activities 
do cyber criminals want to exploit? 

• How to prepare incident response 
plans that avoid issues before they 
occur.  

• How wholistic remediation from a 
cybersecurity incident addresses 
technical and legal issues while 
deterring future incidents. 

 

Who should attend? 
 
✓ Chief financial officers 
✓ IT staff 
✓ Risk managers 
✓ Office managers 
✓ Purchasers of technical and legal services 

Registration fee (for an unlimited number of 
participants at one phone/computer location) 
 

OMA Members: No charge 
Non-OMA Members: $39 
 

Go here to select this event and register. 
 
By registering for this event, you acknowledge that 
the organization sponsoring this event will have 
access to your name and contact information. 
 

QUESTIONS? Call (800) 662-4463 
 

Your Presenters 
 

Chad L. Mowery, Shareholder, Roetzel. As a 
co-chair of Roetzel’s Cybersecurity and Data 
Privacy group, Mr. Mowery helps clients that 
have suffered data breaches and other 
cybersecurity incidents navigate the legal and 
regulatory requirements of responding to those 
events. Service areas include these among 
others: Cybersecurity & Data Privacy, Energy, 
Utilities, Oil & Gas, Product Liability; and 
Environmental Litigation. 
 

Joseph M. Ruscak, Shareholder, Roetzel. Mr. 
Ruscak is a member of Roetzel’s Cybersecurity 
and Data Privacy group and its E-Discovery 
group. Service areas include these among 
others: Cybersecurity and Data Privacy; 
Copyrights; Trademarks; and Intellectual 
Property. 
 

Dan Banick, Chief Information Security Officer,  
Warwick Communications. Dan is responsible 
for IT risk strategy and leads the organization’s 
information security services practice. 
 

Sponsored by OMA Connections Partner 
 

 
 

https://myoma.ohiomfg.com/MyOMA/Events/WordpressEvents.aspx?WordPressPage=4#WordPressPage
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